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Half of all cyber breaches impact
small businesses (SMBs) with less
than 1,000 employees. 61% of SMBs
were the target of a cyberattack in
2023. Most SMBs do not have an

Basic Metrics

1. Devedop an Acceptable Use Policy (AUP) that outlines permassible and prohibited actions, usage guidelines, network security measures, resource allocation, legal compliance, risk
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It is important to have a foundational understanding of cyber intrusion methods and cybersecurity measures. Equipped with this
t th O C D S AI h tb t I I d I m t f S I E I\/l t I knowledge and understanding, individuals will be able to assist in preventing cyber-attacks and protecting their systems and
I n aSSO C I a I O n WI an C a‘ O ) as We aS e p Oy e n O a O O information. To support the development of this knowledge, OCDS has developed a comprehensive training solution.
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Module One will introduce the Module Two will discuss some Module Three has tests and
individual to the cyber world with safety tips to help business and activities that are catered to the startup IT cybersecurity company being built from the ground

. . Timeline terminclogy and types of cyber individuals safequard their organization’s needs, such as Tr |n|n M | f I I MB || nt up to protect today’s businesses.
« Strategic Goal: Establish the Y T ——— o dconp 4ihing odules for ou >MB clie Proiect Website:
) _ e learning and development intended to J -
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providing SMBs cost effective tools iIncrease employee awareness https://project.ocds.tech/ Project Highlights
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Security Assessments: The IT Security Planning Questionnaire collects client AN
feedback. OCDS creates a client IT Security Plan. With a completed IT Security Eisieerein Business Plan Products and Services

The project plan details the steps OCDS is an innovative startup OCDS provides customized

 QOperational Goals: Build Project &
Company Websites, Business Plan,

1 1 1 necessary to develop and execute cybersecurity consulting firm cybersecurity solutions including
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/ Cybersecurity Consulting

Red Team Services

Planning & Risk Assessment, 2)
Cyber Awareness Training, 3) Al-
enabled Server Hardening Tool, 4)
Al Security Chatbot, & 5) SIEM tool
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Contact Information

Scott Gilstrap: rgilstra@students.kennesaw.edu | https://www.linkedin.com/in/randolph-scott-qgilstrap-00144b21/

— Security Assessments

Owl Cyber Detense
Systems

OCDS is a cybersecurity startup dedicated to safeguarding

b

= Team Lead | Project Manager | Scrum Master

Stephanie Acquire: saguirrs@students.kennesaw.edu | https://www.linkedin.com/in/stephanie-a-b7336b262/
« Lead Instructor | Technical Writer

- Chris Dunbar: cdunbar@students.kennesaw.edu | https://www.linkedin.com/in/chdunbar/

Wiy S = Senior Systems Engineer | Webmaster

oCDS Ryan LeBlanc: rleblanc@students.kennesaw.edu | https://www.linkedin.com/in/ryan-leblancl/

Oir Eari : . = Information Systems Engineer | Al Developer
TO O I S ] TeC h n O I O g y & M Et h O d S I SETVICES IT Securlty PIannlng ' Justin Place: jplace2@students.kennesaw.edu | https://www.linkedin.com/in/j-98b303142/
=gl o | | » Research Technologist | Infrastructure Architect

Questionnaire Dr. Jing Xie: yxie2@kennesaw.edu | https://www.linkedin.com/in/ying-xie-96231367/

Based on NIST 800-53 & ISO 27001 Standards  IT Capstone Professor | Mentor | Project Advisor
the OCDS Security Team will design a proprietary
Information Security Plan for your business.
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